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About SAI Global 

• SAI Global is an applied information services company that helps organizations 

manage risk, achieve compliance and drive business improvement through good 

corporate governance. 

• Member of the ASX 200 (ASX:SAI) 
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The biggest Risk - People 



Why information security awareness and training? 

• Demonstrate compliance 

• Protect company information asset 

• Improve security awareness 

• Change mindset 

• Support 27001 

• Equip Staff with the efficient skills on their job and do their job 

faster  

• Have an output that is high in quantity and quality. 



Story telling 



 



Modules 

 

Module 1 (OVERVIEW): 

The need to secure information and protect privacy 

(10 mins) 

Module 2 (OVERVIEW): 

Securing our information and systems 

(10 mins) 

Module 3 (OVERVIEW): 

Protecting our privacy 

(10 mins) 

Module 5 (CONTENT): 

Using post, courier and fax 

(5 mins) 

Module 17 (CONTENT): 

Collecting personal information 

(5 mins) 

Module 18 (CONTENT): 

Using and disclosing personal 

information  

(5 mins) 

Module 19 (CONTENT): 

Access requests and updating 

(5 mins) 
Module 20 (CONTENT): 

Cross-border transfers 

(5 mins) 

Module 4 (CONTENT): 

Security around the office 

(5 mins) 

Module 7 (CONTENT): 

Protecting your work computer 

(5 mins) 

Module 6 (CONTENT): 

Meetings and conversations 

(5 mins) 

Module 9 (CONTENT): 

Using the internet at work 

(5 mins) 

Module 8 (CONTENT): 

Using email 

(5 mins) 

Module 11 (CONTENT): 

On the road 

(5 mins) 

Module 10 (CONTENT): 

Social networking 

(5 mins) 

Module 13 (CONTENT): 

Transferring electronic information 

(5 mins) 

Module 12 (CONTENT): 

Working from home 

(5 mins) 

Module 14 (CONTENT): 

Social engineering 

(5 mins) 

Module 16 (CONTENT): 

Attacks on our systems 

(5 mins) 

Module 15 (CONTENT): 

Network security 

(5 mins) 

Module 21 (CONTENT): 

Employee personal information 

(5 mins) 

Knowledge Check 

(10 mins) 



Potential configurations 

Privacy and Information Security (OVERVIEW): 

(30 mins) 
Information Security in the office: 

(45 mins) 

Privacy/Data Protection: 

(45 mins) 

Module 1 (OVERVIEW): 

The need to secure information  

and protect privacy 

(10 mins) 

Module 2 (OVERVIEW): 

Securing our information  

and systems 

(10 mins) 

Module 3 (OVERVIEW): 

Protecting our privacy 

(10 mins) 

Module 1 (OVERVIEW): 

The need to secure information and 

protect privacy 

(10 mins) 

Module 2 (OVERVIEW): 

Securing our information  

and systems 

(10 mins) 

Module 4 (CONTENT): 

Security around the office  

(5 mins) 

Module 7 (CONTENT): 

Protecting your work computer 

(5 mins) 

Module 8 (CONTENT): 

Using email 

(5 mins) 

Module 9 (CONTENT): 

Using the internet at work 

(5 mins) 

Knowledge Check 

(5 mins) 

Module 1 (OVERVIEW): 

The need to secure information and 

protect privacy 

(10 mins) 

Module 3 (OVERVIEW): 

Protecting our privacy 

(10 mins) 

Module 4 (CONTENT): 

Security around the office  

(5 mins) 

Module 17 (CONTENT): 

Collecting personal information 

(5 mins) 

Module 18 (CONTENT): 

Using and disclosing personal 

information 

(5 mins) 

Module 19 (CONTENT): 

Access requests and updating 

(5 mins) 

Knowledge Check 

(5 mins) 



Customisation Scope 

Library Standard Customization Extended Customization 



Looking Ahead  
Measurement and Evaluation 

 Attitudes - how employees feel about 

compliance, whether it seems 

important and their disposition to act 

 Knowledge – understanding  of 

compliance issues and requirements  

 Behaviour - key to compliance and is 

a result of employees putting their 

attitudes and knowledge into practice. 

Effective compliance training addresses all three elements 
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Control the biggest Risk 

E-Learning Benefits 

 

• Record Keeping 

• Can report 

• Certification 



 


